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AB Siber Dayanıklılık Yasası: 
Tarım Makineleri Açısından İncelenmesi ve Uygulama Kılavuzu 

 

AB Siber Dayanıklılık Yasası Nedir? 

Avrupa Birliği Siber Dayanıklılık Yasası (Cyber Resilience Act – CRA), en basit haliyle, dijital bileşen 

içeren ürünlerin siber açıdan güvenli olmasını zorunlu kılan bir düzenlemedir. 

Siber Dayanıklılık Yasası’nın ana hedefi, ürün kaynaklı siber güvenlik risklerini azaltmak ve bu 

riskleri daha ürün piyasaya çıkmadan önce kontrol altına almaktır. Yasa, siber güvenliği bir 

“sonradan eklenen özellik” olmaktan çıkarıp, ürünün doğal bir parçası haline getirmeyi amaçlar. 

Avrupa Birliği bu yasa ile net bir duruş sergileyerek siber güvenliği yalnızca kullanıcıya 

bırakmamaktadır. Güvenlik meselesi artık üreticinin temel yükümlülüklerinden birisi haline 

getirilmektedir.  

AB Siber Dayanıklılık Yasasının Kapsamı Nedir? 

Siber Dayanıklılık Yasası’nın kapsamı oldukça geniştir. Yasa, “dijital unsurlar içeren ürünler” 

(Product with Digital Elements – PDE) kavramını esas alır. Bu kavram, günlük hayatta kullanılan 

pek çok ürünü içine alır. 

Bir ürün: 

• içinde yazılım barındırıyorsa, 

• yazılım sayesinde çalışıyorsa, 

• veri alıyor, işliyor veya iletiyorsa, 

• başka cihazlara ya da ağlara bağlanabiliyorsa 

Siber Dayanıklılık Yasası kapsamına girer. Bu noktada ürünün tarımda, sanayide, evde, kamu 

alanında kullanılıyor olması fark etmez. 

Siber Dayanıklılık Yasası özellikle şu tür riskleri hedef almaktadır; 

• Ürünlerin varsayılan olarak güvensiz gelmesi 

• Kolay tahmin edilebilir veya hiç olmayan şifreler 

• Güncellenemeyen yazılımlar 

• Uzun yıllar desteklenmeyen dijital sistemler 

• Güvenlik açığı ortaya çıktığında sessiz kalınması 

 



 

 

 

Aşağıdaki noktalar AB Siber Dayanıklılık Yasası’nı özetler niteliktedir; 

Ürünlerde zorunlu asgari siber güvenlik 

1. Siber Dayanıklılık Yasası, “ürün güvenliği” anlayışını siber boyuta genişletir. Buna göre 

üreticilerin: 

 

• Güvenlik risk analizi yapması, 

• Güvenli tasarım ve geliştirme süreçleri uygulaması, 

• Varsayılan olarak güvenli yapılandırmalar sunması, 

• Zayıf şifreler gibi riskli uygulamaları engellemesi zorunlu hale gelmektedir. 

 

2. Güvenlik açıklarının bildirilmesi (24 saat) 

 

• Üreticiler, kritik güvenlik açıklarını tespit ettiklerinde 24 saat içinde AB Siber 

Güvenlik Birimi'ne (ENISA üzerinden CSIRTs) bildirmek zorundadır. 

 

3. Ürün yaşam döngüsü boyunca destek verilmelidir.  

 

• Piyasaya sürülen bir ürün için üretici: 

o En az birkaç yıl boyunca güvenlik güncellemeleri sunmak, 

o Yamanın çıkarılmasından sonra onu hızlı ve risksiz şekilde uygulanabilir 

kılmak zorundadır. 

 

4.  Ürün kategorileri ve risk sınıfları: 

 

• Siber Dayanıklılık Yasası, farklı risk seviyelerine sahip ürün kategorileri tanımlar. 

Yüksek riskli kategoriler (ör. ağ cihazları, kimlik doğrulama sistemleri, kritik 

altyapı bileşenleri) daha sıkı doğrulama ve sertifikasyon süreçlerinden geçer. 

 

5. CE işareti artık siber güvenliği de kapsamaktadır. 

Bir ürünün AB’de satılabilmesi için gerekli olan CE uygunluk işareti, artık ürünün CRA 

gereklerini karşılamasını da içermektedir. Yani üretici: 

• Ürününü güvenlik testlerinden geçirip 

• Uygunluk beyanı hazırlamadan piyasaya süremez. 

 

6. Etki alanı genişledi. 

 

• Yasa sadece AB içi üreticileri değil, AB pazarına ürün satan tüm küresel üreticileri 

kapsamaktadır. Ayrıca üçüncü taraf yazılım bileşenleri ve açık kaynak kullanımı için 

de özel yükümlülükler bulunur (özellikle tedarik zincirinin güvenliği açısından). 



 

 

 

AB Siber Dayanıklılık Yasası Tarım Makineleri Açısından Neden Önemlidir? 

Halihazırda üretilen tarım makinelerinin çok önemli bir kısmı geniş sayıda dijital bileşen, sensör, 

telemetri, IoT/uzaktan kontrol sistemi içerdiği için Siber Dayanıklılık Yasası kapsamına 

girmektedir. Siber Dayanıklılık Yasası’nın istisnası kapsamında belirli sektörler yoksa (ör. 

otomotiv, tıbbi cihazlar gibi özel rejimlerde olabilir) tarım makineleri için ayrı bir muafiyet 

bulunmamaktadır. 

Avrupa Tarım Makineleri Endüstrisi Derneği (CEMA) tarafından yayınlanan Siber Dayanıklılık 

Yasası Uygulama Kılavuzu tarım makineleri sektörünün bakış açısından Siber Dayanıklılık 

Yasası’nın kapsamlı bir yorumunu sunmaktadır. 

CEMA tarafından hazırlanan bu uygulama kılavuzunun amacı tarım makinesi üreticilerine AB 

Siber Dayanıklılık Yasası’nı (CRA 2024/2847) doğru yorumlayıp uygulamaları için sektör-özel 

rehberlik sağlamaktır. Bu metin yasal yorum yerine sektörün uygulama rehberidir ve bağlayıcı 

değildir.  

1. KAPSAM 

Dokümanın en geniş bölümü Siber Dayanıklılık Yasası (CRA)’nın tarım makinelerine nasıl 

uygulanacağını açıklar. Bir tarım makinesi aşağıdaki örnekler gibi doğrudan veya dolaylı 

veri bağlantısı oluşturabilecek herhangi bir fiziksel veya mantıksal arabirim içeriyorsa 

CRA kapsamındadır. Örnekler dokümanın 3–4. sayfalarında belirtilmiştir. 

• USB portu 

• OBD portu 

• GPS bağlantısı 

• Bluetooth / radyo bağlantısı 

• JTAG/Debug portu 

Kapsam dışında kalan makineler: 

• Hiçbir veri bağlantısı olmayan makineler 

• Tamamen mekanik makineler 

Siber Dayanıklılık Yasası (CRA), ancak başka bir AB düzenlemesi aynı veya daha yüksek 

güvenlik seviyesi sağlıyorsa devre dışı kalabilir. Tarım makineleri için böyle bir istisna 

yoktur; dolayısıyla CRA her durumda uygulanır. 

Siber Dayanıklılık Yasası (CRA), “aynı özelliklere sahip, birebir aynı” (identical) yedek 

parçaları kapsam dışında bırakır. Ancak bir parçada değişiklik varsa (ör. donanım 

eskidiği için alternatif kullanılması) üretici bunun “önemli değişiklik” olup olmadığını 

analiz etmeli ve teknik dosyayı güncellemelidir. 

 

 

 



 

 

 

2. ÖNEMLİ ve KRİTİK ÜRÜNLER (Annex III & Annex IV) 

 

Doküman, tarım makinelerinin Annex III (Important) veya Annex IV (Critical) 

kategorilerine genelde girmediğini açıklar. Bu listeler daha çok güvenlik çipleri, güvenli 

mikrodenetleyiciler, yüksek güvenlik seviyesi gerektiren ICT ürünleri içindir.  Tarım 

makinası bu tür bileşenleri içerse bile makinanın kendisi otomatik olarak bu sınıfa 

geçmez.  Sadece bileşen kendi sınıfında değerlendirilir. 

 

3. ÖNEMLİ KAVRAM: SUBSTANTIAL MODIFICATION 

 

Siber Dayanıklılık Yasası (CRA)’ya göre bir ürün üzerinde yapılan değişiklik yeni bir 

fonksiyon ekliyorsa, güvenlik risklerini değiştiriyorsa, ürünün “intended purpose” 

(amaçlanan kullanım) tanımını değiştiriyorsa “önemli değişiklik/ substantial 

modification” olarak kabul edilir ve yeniden uygunluk değerlendirmesi gerekir. 

 

Her değişiklik için etki analizi (impact analysis) zorunludur. 

 

4. OEM (ORİJİNAL EKİPMAN ÜRETİCİSİ) – TEDARİKÇİ İLİŞKİLERİ 

Bu kısım Siber Dayanıklılık Yasası kapsamındaki sorumluluk paylaşımını açıklamaktadır. 

 

OEM’in Yükümlülükleri: 

 

• Entegre edilecek tüm bileşenlerde due diligence/ gerekli özen sağlamak 

zorundadır (CE işareti, güncelleme geçmişi, bilinen zafiyetler vb. kontrol 

edilmelidir). 

• Ürünün genel siber güvenlik uyumluluğundan bileşen üreticisi değil 

tamamen OEM sorumludur. 

• Bir bileşen zafiyeti bulunursa tedarikçiye bildirmek ve çözümlemek OEM’in 

görevidir. (Tedarikçi destek vermiyorsa OEM çözümü kendi sağlamak 

zorunda kalabilir.) 

Tedarikçi’nin Yükümlülükleri: 

• Bileşeni OEM’e entegre edilebilecek şekilde güvenli yapılandırma 

talimatlarıyla sunmak zorundadır. Ancak bileşenler secure-by-default1 

olmadan piyasaya sunulabilir; çünkü güvenli yapılandırma entegrasyon 

sırasında OEM tarafından yapılacaktır. 

 

 

1 *secure by default bir sistemin, ürünün ya da yazılımın ilk kurulduğu anda (ekstra ayar yapmadan) 
güvenli şekilde çalışacak biçimde tasarlanmış olması demektir. 



 

 

 

Kişiye Özel Ürün İstisnası 

• OEM ile tedarikçi arasındaki özel anlaşmalarla Siber Dayanıklılık Yasası’nın 

getirdiği bazı gerekliliklerden sapılabilir, ancak bu sadece belirli iş 

kullanıcıları için üretilen özelleştirilmiş ürünlerde geçerlidir. 

 

5. BİLEŞEN TEDARİKÇİSİNİN SORUMLULUKLARI 

 

• Bu bölüm komponent üreticileri için oldukça önemlidir. 

• Bileşenler Siber Dayanıklılık Yasası kapsamında birer “product with digital 

element/ dijital öğeler içeren ürün” sayılır. Bu nedenle; 

o Risk değerlendirmesi 

o Talimat dokümantasyonu 

o Entegrasyon bilgileri sağlanmalıdır. 

• Bileşenler “secure by default” olmadan satılabilir çünkü bu entegrasyon 

aşamasında sağlanacaktır.  Bileşenler farklı güvenlik seviyeleri ile piyasaya 

sunulabilir. Bu durum tarım makinesi endüstrisinde de esneklik sağlar. 

 

6. ZAFİYET YÖNETİMİ ve DESTEK SÜRESİ 

 

• Siber Dayanıklılık Yasası, üreticilere zorunlu zafiyet yönetimi sürecini 

getirmektedir. Üreticinin görevleri arasında; 

o Üründe tespit ettiği aktif olarak istismar edilen zafiyetleri ENISA 

(Avrupa Birliği Siber Güvenlik Ajansı)’ya bildirmek zorundadır. 

o Ürün ömrü boyunca tüm zafiyetleri yönetmek zorundadır. 

o Dokümanda, ENISA’nın kuracağı bildirim platformunun henüz tanımlı 

olmadığı da belirtilmiştir. 

• Siber Dayanıklılık Yasası, destek süresi olarak minimum 5 yıl istemektedir 

ancak CEMA tarım makineleri için 10 yıllık destek süresi önermektedir. 

Bunun gerekçesi olarak tarım makinelerinin uzun kullanım ömrü, OTA2 

güncellemelerinin sınırlı olması (yalnızca %20 civarında) ve Çoğu 

güncellemenin bayiler tarafından yapılması gösterilmektedir. Ayrıca 

güncellemelerin yayımlandıktan sonra 10 yıl boyunca indirilebilir olması 

tavsiye edilmektedir. 

 

7. BELGELENDİRME ve TEKNİK DOSYA 

 

• Siber Dayanıklılık Yasası gereğince aşağıda sıralı örnekler gibi teknik belgeler 

hazırlanmalı ve güncellenmelidir. Siber Güvenlik Yasası’nda bu gerekliliklere 

sürekli atıf yapılmaktadır. 

 

2 Bir cihazın yazılımının, fiziksel müdahale olmadan, uzaktan güncellenmesidir. 



 

 

 

o Ürün yaşam döngüsüne ilişkin risk değerlendirmesi 

o SBOM (software bill of materials, yazılım içerik listesi) 

o Entegrasyon talimatları 

o Zafiyet yönetimi kayıtları 

 

SONUÇ  

Avrupa Birliği Siber Dayanıklılık Yasası (CRA), dijital unsurlar içeren tüm ürünlerde olduğu gibi 

tarım makineleri sektöründe de önemli bir paradigma değişimini beraberinde getirmektedir. 

Günümüzde tarım makineleri yalnızca mekanik sistemler olmaktan çıkmış; yazılım, sensörler, 

uzaktan bağlantı, veri analitiği ve otomasyon bileşenleriyle yüksek derecede dijitalleşmiş 

kompleks ürünlere dönüşmüştür. Bu dönüşüm, verimlilik ve sürdürülebilirlik açısından büyük 

avantajlar sağlarken, siber güvenlik risklerini de aynı ölçüde artırmaktadır. 

CRA’nın temel yaklaşımı olan “secure by design” ve “secure by default” ilkeleri, tarım makineleri 

üreticileri için artık bir tercih değil, yasal bir zorunluluk haline gelmektedir. Ürünlerin piyasaya 

arz edilmeden önce siber riskler açısından değerlendirilmesi, güvenli yazılım geliştirme 

süreçlerinin uygulanması, zafiyet yönetimi ve düzenli güncellemelerin sağlanması gerekecektir. 

Bu durum, özellikle yazılım ve bağlantılı hizmetler sunan traktörler, hasat makineleri, akıllı ekim 

sistemleri ve uzaktan yönetilen tarım ekipmanları açısından doğrudan etki yaratacaktır. 

Yasa, büyük ölçekli ve kurumsallaşmış üreticiler için mevcut uyum süreçlerinin güçlendirilmesi 

anlamına gelirken, KOBİ niteliğindeki tarım makinesi üreticileri için daha ciddi bir dönüşüm 

ihtiyacını ortaya koymaktadır. Teknik bilgi, insan kaynağı ve maliyet açısından yeni 

yükümlülükler doğması muhtemeldir. Ancak orta ve uzun vadede bu yükümlülüklerin, ürün 

kalitesini artırarak Avrupa pazarında rekabet gücünü desteklemesi beklenmektedir. 

Tarım sektörünün kritik altyapı niteliği taşıması da CRA’nın önemini artırmaktadır. Siber saldırılar 

yalnızca makine arızalarına değil; gıda üretiminde aksamalara, veri kayıplarına ve tedarik zinciri 

bozulmalarına yol açabilmektedir. Bu nedenle tarım makinelerinin siber dayanıklılığının 

artırılması, yalnızca üreticiler için değil, gıda güvenliği ve kırsal ekonomik sürdürülebilirlik 

açısından da stratejik bir konudur. 

Sonuç olarak, Siber Dayanıklılık Yasası tarım makineleri sektörü için kısa vadede uyum maliyetleri 

ve operasyonel dönüşüm gerektiren bir düzenleme olsa da, uzun vadede daha güvenli, dayanıklı 

ve rekabetçi ürünlerin ortaya çıkmasını teşvik edecektir. CRA’ya erken uyum sağlayan üreticiler, 

yalnızca yasal riskleri azaltmakla kalmayacak; aynı zamanda Avrupa pazarında güvenilir marka 

algısını güçlendirerek önemli bir avantaj elde edecektir. 

Kaynakça 

1- TARMAKBİR, Siber Dayanıklılık Yasası Bilgi Notu 

2- CEMA, Siber Dayanıklılık Yasası Uygulama Kılavuzu 

Ek-1:   CEMA- Siber Dayanıklılık yasası Uygulama Kılavuzu 
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Goals of the document 

 

This document aims to provide a CEMA interpretation of the EU Cyber Resilience Act (CRA), facilitate 

implementation for manufacturers, ensure consistency of such implementation within our sector, and 

serve as a basis for building CEMA positions externally and for standardisation work.  

 

It is intended to support CEMA members in understanding and applying the CRA; it does not replace 

the applicable legislation, nor does it introduce any additional requirements. The interpretations 

provided are not legally binding and do not diminish the individual responsibility of manufacturers 

to ensure full compliance with the CRA. The document serves as an assistance tool only and may be 

updated as necessary. 

 

 

 

Topic: Scope 

 

Reference CRA CRA 2024/2847 text CEMA interpretation 

Article 2 Scope  

Article 2 (1) 

 

 

 

 

 

  

This Regulation applies to products 

with digital elements made 

available on the market, the 

intended purpose or reasonably 

foreseeable use of which includes a 

direct or indirect logical or 

physical data connection to a 

device or network. 

 

The concept of “made available on the market” 

is available in the Blue Guide1 2022 §2.2.  

 

Assumption: All agricultural machinery falls 

within the scope of the CRA as it is made 

available on the market and requires CE 

marking, but Annex I (essential requirements) 

applies only to the “Electronic Information 

system” including software, hardware and 

remote data processing (if available) as per the 

relevant definitions. 

At least the intended purpose or the reasonably 

foreseeable use, as defined, must include a way 

to establish a data connection with the 

machinery from an external source, regardless 

the technology used (logical or physical). 

 

Examples of products in scope: 

- a USB port inside the machinery. 

- a ODB port inside the machinery. 

- a GPS connection. 

- a Bluetooth connection.  

- JTAG/Debug port of a microcontroller (see 

“Reasonably Foreseeable Use”). 

 

 

1
 https://single-market-economy.ec.europa.eu/news/blue-guide-implementation-product-rules-2022-published-2022-

06-29_en   

https://single-market-economy.ec.europa.eu/news/blue-guide-implementation-product-rules-2022-published-2022-06-29_en
https://single-market-economy.ec.europa.eu/news/blue-guide-implementation-product-rules-2022-published-2022-06-29_en
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Examples of products not in scope: 

- machine with no data connection at all. 

- a purely mechanical machine. 

 

Article 2 (2) 

 

This Regulation does not apply to 

products with digital elements to 

which the following Union legal acts 

apply: 

(a) Regulation (EU) 2017/745; 

(b) Regulation (EU) 2017/746; 

(c) Regulation (EU) 2019/2144. 

 

The following products with digital elements 

are excluded: 

(a) Medical devices  

(b) In-vitro diagnostic medical devices 

(c) Type-Approved Vehicle Category *L, M, N, 

O 

 

 

Article 2 (3) 

 

This Regulation does not apply to 

products with digital elements that 

have been certified in accordance 

with Regulation (EU) 2018/1139. 

 

Aviation exclusion. 

Article 2 (4) 

 

This Regulation does not apply to 

equipment that falls within the 

scope of Directive 2014/90/EU of the 

European Parliament and of the 

Council. 

 

Naval exclusion. 

Article 2 (5) 

 

The application of this Regulation 

to products with digital elements 

covered by other Union rules laying 

down requirements that address all 

or some of the risks covered by the 

essential cybersecurity requirements 

set out in Annex I may be limited or 

excluded where: 

(a) such limitation or exclusion is 

consistent with the overall 

regulatory framework that applies to 

those products; and 

(b) the sectoral rules achieve the 

same or a higher level of 

protection as that provided for by 

this Regulation.  

The Commission is empowered to 

adopt delegated acts in accordance 

with Article 61 to supplement this 

Regulation by specifying whether 

such limitation or exclusion is 

necessary, the products and rules 

concerned, as well as the scope of 

the limitation, if relevant. 

 

The CRA addresses all types of cybersecurity 

threats (e.g. H&S of the user, fraud, privacy, 

operational risks). Since no other regulation/s 

applicable to the AG industry achieves the same 

or a higher level of protection as that provided 

by the CRA, then the CRA applies in all cases. 

Article 2 (6) 

 

This Regulation does not apply to 

spare parts that are made available 

on the market to replace identical 

Scenarios covered here: 

1. Vehicle is still in production. 
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components in products with digital 

elements and that are 

manufactured according to the 

same specifications as the 

components that they are intended 

to replace. 

 

[see also Recital (29)]: In order to 

ensure that products with digital 

elements made available on the 

market can be repaired effectively 

and their durability extended, an 

exemption should be provided for 

spare parts. That exemption should 

cover both spare parts that have the 

purpose of repairing legacy 

products made available before the 

date of application of this 

Regulation and spare parts that have 

already undergone a conformity 

assessment procedure pursuant to 

this Regulation. 

 

2. Production has been discontinued, but it is 

still in support period. 

3. Support period has ended. 

4. Legacy products (machinery) (no longer 

produced and not compliant), spare parts 

for legacy products are excluded. 

 

Spare parts must be: 

1. “identical” = “original”: the parts are the 

same in every detail (e.g. features, 

functionalities, components) for them to 

comply with the CRA. 

Example: Same Part Number – identical bill 

of materials.  

2. “manufactured according to the same 

specifications”: the part may be 

manufactured by a third-party (under a 

legal agreement) or by the original 

manufacturer.  

Example: the manufacturer starts to 

outsource the production of a component or 

changes the supplier for cost reasons. 

3. If a spare part needs a modification (e.g. 

due to obsolescence of a hardware 

component), it may no longer be 

considered identical. The machinery 

manufacturer must assess whether the 

modification constitutes a substantial 

modification and update the CRA technical 

documentation (e.g. bill of materials) 

accordingly to ensure the new component 

still qualifies as a spare part under the 

CRA. 

 

Note:  

If the spare part is manufactured or designed 

and manufactured by a third-party, they must 

inform the OEM in case a change is required 

(e.g., due to component discontinuation) in 

order to assess the machine compliance (see 

point 3). 

 

Article 2 (7) 

 

This Regulation does not apply to 

products with digital elements 

developed or modified exclusively 

for national security or defence 

purposes or to products specifically 

designed to process classified 

information. 

 

National security / Defence exclusion. 
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Article 2 (8) 

 

The obligations laid down in this 

Regulation shall not entail the 

supply of information the disclosure 

of which would be contrary to the 

essential interests of Member States’ 

national security, public security or 

defence. 

 

Not related to machinery. 

Article 3 Definitions  

Article 3. point (1) ‘product with digital elements’ 

means a software or hardware 

product and its remote data 

processing solutions, including 

software or hardware components 

being placed on the market 

separately; 

 

1. The presence of remote data processing is 

not pre-requisite for a software or 

hardware product to be considered a 

product with digital elements.  

2. If remote data processing is present, it falls 

within the scope of the risk assessment.   

3. Software or hardware components that are 

not classified as spare parts according to 

the definition below, are considered 

products with digital elements when they 

are placed on the market separately. 

 

Article 3. point (2) ‘remote data processing’ means 

data processing at a distance for 

which the software is designed and 

developed by the manufacturer, or 

under the responsibility of the 

manufacturer, and the absence of 

which would prevent the product 

with digital elements from 

performing one of its functions; 

 

Assumption: In the context of machinery, the 

“product with digital elements” in the definition 

refers to the entire machine. 

The remote data processing is:  

1. a software running in a hardware that is 

external (not assembled within) to the 

machinery, so operating at a distance, 

physically away from the machine. 

2. A software that is able to receive and/or 

send data to the machinery. 

3. The absence of capability listed in point 2 

would prevent the machinery from 

performing one of its intended functions 

(i.e., an intended function defined by the 

manufacturer and/or included in the user 

manual and/or service manual). 

4. The software mentioned in point 2 has 

been developed by the manufacturer or 

under the responsibility of the 

manufacturer or on behalf of the 

manufacturer (the CE marking of the 

machinery also covers the conformity of 

the remote data processing as well). 

 

Article 3. point (4) ‘software’ means the part of an 

electronic information system which 

consists of computer code; 

 

Assumption: In the context of machinery, the 

software refers to the computer code 

components able to run on the machinery’s 

hardware (as per  Article 3. point(5)), . This 

hardware is made by components that are 
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physically assembled into the machinery at the 

time it is placed on the EU market. 

  

Article 3. point (5) ‘hardware’ means a physical 

electronic information system, or 

parts thereof capable of processing, 

storing or transmitting digital data; 

 

Assumption: In the context of machinery, the 

hardware is the physical part of the machinery’s 

electronic information system which is made by 

components that are physically assembled into 

the machinery at the time it is placed on the EU 

market. 

 

Article 3. point (6) ‘component’ means software or 

hardware intended for integration 

into an electronic information 

system; 

 

1. A component placed on the market 

separately from the finished product is 

considered a product with digital elements 

and requires CE marking (see Article 

3.point (1)). 

2. A component integrated into a machine 

(integrated into the machinery’s electronic 

information system) that is not placed on 

the EU market separately is not considered 

a standalone product with digital elements 

and does not need CE marking. 

 

Article 3. point (7) ‘electronic information system’ 

means a system, including electrical 

or electronic equipment, capable of 

processing, storing or transmitting 

digital data; 

 

An electronic information system is a system 

made by hardware and software components as 

defined in the relevant sections (see definitions 

of software, hardware, component definitions) 

Article 3. point (8) ‘logical connection’ means a virtual 

representation of a data connection 

implemented through a software 

interface; 

 

A logical connection is a software enabling 

digital data communication between software 

components.  

Example:   

- a software protocol (e.g. VPN, IP). 

 

Article 3. point (9) ‘physical connection’ means a 

connection between electronic 

information systems or components 

implemented using physical means, 

including through electrical, optical 

or mechanical interfaces, wires or 

radio waves; 

 

The definition is self-explanatory.  

 

Note: the definition is not restricted to 

connections between physical components. 

Article 3. point 

(10) 

‘indirect connection’ means a 

connection to a device or network, 

which does not take place directly 

but rather as part of a larger system 

that is directly connectable to such 

device or network; 

 

The definition is self-explanatory.  

 

Article 3. point 

(23) 

‘intended purpose’ means the use 

for which a product with digital 

The intended purpose provides a general high-

level description of a product’s function, 
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elements is intended by the 

manufacturer, including the specific 

context and conditions of use, as 

specified in the information supplied 

by the manufacturer in the 

instructions for use, promotional or 

sales materials and statements, as 

well as in the technical 

documentation; 

 

including conditions which can be reasonably 

foreseen. It is the end-use of the product. 

 

Example: 

The intended purpose of an agricultural 

combine harvester is to crop corn in the field 

with operational functions activated, or to drive 

on roads with operational functions 

deactivated. 

 

Article 3. point 

(24) 

‘reasonably foreseeable use’ 

means use that is not necessarily the 

intended purpose supplied by the 

manufacturer in the instructions for 

use, promotional or sales materials 

and statements, as well as in the 

technical documentation, but which 

is likely to result from reasonably 

foreseeable human behaviour or 

technical operations or interactions; 

 

It can be part of the [instructions to the users] 

(Annex II) supplied by the manufacturer or/and 

it can be found in the technical documentation 

(Annex VII).  

It includes any potential use of readily available 

features, for example an existing physical port 

whose communication capability is not  

foreseen by the manufacturer (e.g. flashing the 

firmware through the ECU JTAG/Debug port).  

 

 

 

In order to better understand the difference between ‘reasonably foreseeable use’ and ‘reasonably 

foreseeable misuse’, here is the definition of ‘reasonably foreseeable misuse’: 

 

Article 3. point 

(25) 

‘reasonably foreseeable misuse’ 

means the use of a product with 

digital elements in a way that is not 

in accordance with its intended 

purpose, but which may result from 

reasonably foreseeable human 

behaviour or interaction with other 

systems; 

A ‘reasonably foreseeable misuse’  is not 

specified either in the instructions to the user or 

in the technical documentation drawn up by the 

manufacturer. 

It refers only to behaviour that occurs outside 

the intended context of use and environment, 

and cannot be predicted based on user 

behaviour or product characteristics.  

A misuse is something that is considered 

unlikely or implausible from the user’s point of 

view when following the instructions provided 

by the manufacturer. For example, if an attack 

requires highly advanced, specialised 

knowledge beyond what a typical user 

possesses, then it is considered a misuse. 

 

 

 

Topic: Substantial modification 

 

Article 3 point (30) ‘substantial modification’ means a 

change to the product with digital 

elements following its placing on the 

A substantial modification is a change that: 

- adds or modifies a functionality in a way 

that impacts compliance with essential 
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market, which affects the 

compliance of the product with 

digital elements with the essential 

cybersecurity requirements set out 

in Part I of Annex I or which results 

in a modification to the intended 

purpose for which the product with 

digital elements has been assessed; 

cybersecurity requirements (i.e., introduces 

a new risk).  

- modifies the intended purpose of the final 

product (as per the definition of Intended 

Purpose).  

 

Furthermore: 

- For any change it is the responsibility of 

the modifier to perform an impact analysis 

that evaluates whether a change 

compromises compliance to the CRA’s 

essential requirements. 

- The results of the impact analysis must be 

documented (e.g., update of the SBOM or 

Risk assessment) even if the change is not 

a substantial modification. 

- If the intended purpose is modified (as per 

the definition of the Intended Purpose), 

the existing compliance is no longer valid. 

- A new conformity assessment is always 

required if the change is a substantial 

modification.  

 

Please refer to the Blue Guide section 2.1 under 

“Repairs and modifications to products” for more 

information on the impact of a substantial 

modification on product compliance. 

 

 

 

Topic: Important and Critical Products 

 

Reference CRA CRA 2024/2847 text CEMA interpretation 

Article 7 & related 

annexes 

Important products with digital 

elements 
 

Article 7 (1) 1. Products with digital elements 

which have the core functionality 

of a product category set out in 

Annex III shall be considered to be 

important products with digital 

elements and shall be subject to the 

conformity assessment procedures 

referred to in Article 32(2) and (3). 

The integration of a product with 

digital elements which has the core 

functionality of a product category 

set out in Annex III shall not in itself 

render the product in which it is 

integrated subject to the 

When a component that qualifies as an 

important product listed in the annex III is 

integrated into a finished product which,  in 

itself is not an important product (because it 

does not have a core functionality as described 

in Annex III), the finished product does not 

adopt/take over the conformity assessment 

procedure of the component made for 

integration.  

 

If a finished product containing an Annex III 

Class I or Class II component is imported into 

the EU, and the component is not placed 

separately on the EU market but together with 
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conformity assessment procedures 

referred to in Article 32(2) and (3). 

the product, then the conformity assessment 

procedure of the finished product also covers 

the component. In such a case, the component 

does not have to be certified separately (CE 

mark). 

 

The manufacturer of the finished product must 

follow the technical specifications applicable to 

Annex III Class I or Class II products (or the 

relevant vertical harmonised standard) for that 

component. 

 

‘Core functionality’ is defined by the 

manufacturer and refers to the essential, most 

fundamental purpose of the product, the 

reason why the customer purchases it. 

Understanding core functionality helps 

marketers communicate the product's value 

proposition effectively and align it with 

customer expectations.  

 

Certain components should instead be 

considered as features: these are specific 

functionalities or attributes that enhance the 

product's usability or value. Core functionality 

represents the reason for having such features 

in the first place. These features are not 

essential to the core functionality itself. 

 

Annex III  The Annex III list of important products is 

exhaustive and can only be extended by 

delegated act. 

 

Annex III Class I 14. Microcontrollers with security-

related functionalities 

This is a microcontroller with a built-in HSM to 

protect against logical attack. 

 

Annex III Class II 

 

4. Tamper-resistant microcontrollers This is a microcontroller with a built-in HSM to 

protect against (logical and) physical attack. 

 

Article 8 & related 

annexes 

Critical products with digital 

elements 
 

Article 8 (1) 

 

… 

Where no delegated acts as referred 

to in the first subparagraph of this 

paragraph have been adopted, 

products with digital elements which 

have the core functionality of a 

product category as set out in Annex 

IV shall be subject to the conformity 

assessment procedures referred to 

in Article 32(3). 

This paragraph also targets products that fall 

within the scope of a cybersecurity scheme 

under the CSA 2019/881. It concerns products 

that are used in an essential entity of a highly 

critical sector (as defined in NIS2 2022/2555). 

 

The NIS2 applies to entities, not to products. 

 

When a component that qualifies as a critical 

product listed in Annex IV is integrated into a 
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finished product which, by itself is not a critical 

product (because it does not have a core 

functionality as described in Annex IV), the 

finished product does not adopt/take over the 

conformity assessment procedure of the 

component made for integration.  

 

Annex IV 1. Hardware Devices with Security 

Boxes 

We understand that this is not within the scope 

for the components used in our industry. 

"Hardware Devices with Security Boxes" refers 

to a category of ICT (Information and 

Communication Technology) products that 

include physical security measures designed to 

protect against tampering and unauthorised 

access. These devices are often used in 

environments where data security is critical, 

such as financial services, government, and 

other high-security sectors. 

The security scheme EUCC (under reg. 

2019/881) covers the “Hardware Devices with 

Security Boxes“ which include ICT products 

within its scope. 

See link ENISA – Application of Attack 

Potential: Hardware Devices with Security 

Boxes: 

https://certification.enisa.europa.eu/publicatio

ns/application-attack-potential-hardware-

devices-security-boxes_en  

 

 

 

Topic: OEM–Supplier Relationship 

 

Article 13 Obligations of Manufacturers  

Article 13 (5) For the purpose of complying with 

paragraph 1, manufacturers shall 

exercise due diligence when 

integrating components sourced 

from third parties so that those 

components do not compromise 

the cybersecurity of the product 

with digital elements, including 

when integrating components of 

free and open-source software that 

have not been made available on the 

market in the course of a 

commercial activity. 

 

The manufacturer of the finished product (OEM) 

“is responsible for selecting suitable products that 

make up the combination, and for putting the 

combination together in such a way that it 

complies with the provisions of the laws 

concerned, and for fulfilling all the requirements 

of the legislation in relation to the assembly” (see 

Blue Guide: 2.1. Product coverage - The product 

scope in Union harmonization legislation). The 

term combination is interpreted as the 

integration of the components into the finished 

product. 

 

“Manufacturers must choose components and 

parts in such a way that the finished product 

https://certification.enisa.europa.eu/publications/application-attack-potential-hardware-devices-security-boxes_en
https://certification.enisa.europa.eu/publications/application-attack-potential-hardware-devices-security-boxes_en
https://certification.enisa.europa.eu/publications/application-attack-potential-hardware-devices-security-boxes_en
https://certification.enisa.europa.eu/publications/application-attack-potential-hardware-devices-security-boxes_en
https://certification.enisa.europa.eu/publications/application-attack-potential-hardware-devices-security-boxes_en
https://certification.enisa.europa.eu/publications/application-attack-potential-hardware-devices-security-boxes_en
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itself complies.” (See Blue Guide: 2.1. Product 

coverage - The product scope in Union 

harmonization legislation). The OEM’s risk 

assessment determines which features are 

necessary and whether the component features 

offered are suitable for compliance. The 

supplier of the component must provide 

enough information for the integrator (OEM) to 

do his due diligence. The supplier of a 

component is responsible for the features 

provided, including vulnerability handling (see 

Part II of Annex I), either as stipulated in a 

contract or as a legal obligation when the 

component is first placed on the European 

market. The manufacturer of the finished 

product (OEM) remains responsible for the 

overall compliance of the finished product. This 

includes enabling the component’s security 

features to ensure secure-by-default 

configuration of the finished product based on 

the supplier instructions (Annex II point 8 (f)) . 

 

Case where the component must be CRA 

compliant: 

Due diligence (see Recital 34) requires the OEM 

to select components with the needed security 

properties and verify whether the declaration of 

conformity of the component covers the CRA. 

The OEM must integrate and configure this 

component in the finished product in 

accordance with the supplier’s instructions (see 

Annex II).   

Case where the component falls under a 

contract and is not required to be CRA 

compliant: 

If the component is made for integration and is 

not placed separately on the EU market, the 

OEM must ensure that the finished product, 

including the component, complies with the 

CRA. CE marking applies only at the finished 

product level, not at the component level. The 

sharing of responsibilities may be outlined in a 

contract.  

 

Article 13 (6) Manufacturers shall, upon 

identifying a vulnerability in a 

component, including in an open 

source-component, which is 

integrated in the product with digital 

elements report the vulnerability to 

the person or entity manufacturing 

or maintaining the component, and 

When the manufacturer of the finished product 

identifies a vulnerability in a component, this 

must be communicated and will trigger a 

reaction from the supply chain.  

The vulnerability must then be addressed and 

remediated.  
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address and remediate the 

Vulnerability in accordance with the 

vulnerability handling requirements 

set out in Part II of Annex I. Where 

manufacturers have developed a 

software or hardware 

modification to address the 

vulnerability in that component, 

they shall share the relevant code 

or documentation with the person 

or entity  

 

If the supplier of a CRA-compliant component 

is no longer able to provide support within the 

defined support period (for example, because 

the supplier goes out of business), and no other 

legal entity assumes responsibility,  the 

manufacturer of the final product becomes 

responsible for finding an appropriate solution. 

It is advisable that by contract, in such cases, all 

source code and necessary information are 

provided by the supplier to the manufacturer of 

the finished product, enabling the latter to carry 

out their own remediation.  

For free and open-source software 

components, or components sourced from 

outside the EU, the manufacturer of the finished 

product is always responsible for remediating 

any identified vulnerability. 

 

Related recitals   

Recital (34) integrating components sourced 

from third parties in products with 

digital elements during the design 

and development phase, 

manufacturers should, in order to 

ensure that the products are 

designed, developed and 

produced in accordance with the 

essential cybersecurity requirements 

set out in this Regulation, exercise 

due diligence with regard to those 

components, including free and 

open-source software 

components that have not been 

made available on the market. The 

appropriate level of due diligence 

depends on the nature and the level 

of cybersecurity risk associated with 

a given component, and should, for 

that purpose, take into account one 

or more of the following actions: 

verifying, as applicable, that the 

manufacturer of a component has 

demonstrated conformity with 

this Regulation, including by 

checking if the component 

already bears the CE marking; 

verifying that a component 

receives regular security updates, 

such as by checking its security 

updates history; verifying that a 

component is free from 

The manufacturer of the finished product, which 

is a product with digital elements, must exercise 

due diligence to meet the essential 

cybersecurity requirements for integrated third-

party components, including free and open-

source software. 

Due diligence is performed by the manufacturer 

of the finished product (OEM) on components 

that are also products with digital elements, 

placed on the EU market. This non-binding 

recital suggests taking into account one or 

more of the following actions to achieve 

compliance: 

• Verifying – where applicable – 

component compliance by checking 

the CE marking, 

• Ensuring the capability for regular 

security updates,  

• Checking for vulnerabilities in publicly 

accessible vulnerability databases, 

• Conducting additional security tests,  

• Enabling component security features 

to ensure secure-by-default 

configuration of the finished product 

based on the supplier instructions. 

 

 

If the manufacturer of the finished product 

identifies a vulnerability, it must be 

communicated and will trigger a reaction from 

the supply chain.  
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vulnerabilities registered in the 

European vulnerability database 

established pursuant to Article 

12(2) of Directive (EU) 2022/2555 

or other publicly accessible 

vulnerability databases; or 

carrying out additional security 

tests. The vulnerability handling 

obligations set out in this 

Regulation, which manufacturers 

have to comply with when placing a 

product with digital elements on the 

market and for the support period, 

apply to products with digital 

elements in their entirety, 

including to all integrated 

components. Where, in the exercise 

of due diligence, the manufacturer 

of the product with digital elements 

identifies a vulnerability in a 

component, including in a free and 

open-source component, it should 

inform the person or entity 

manufacturing or maintaining the 

component, address and remediate 

the vulnerability, and, where 

applicable, provide the person or 

entity with the applied security fix. 

The vulnerability must be addressed and 

remediated.  

If the supplier of a CRA-compliant component 

can no longer provide support within the 

support period (for example, because the 

supplier goes out of business) and no other 

legal entity assumes responsibility, the 

manufacturer of the final product becomes 

responsible and must find a suitable solution. It 

is advisable that by contract, in such cases, all 

source code and necessary information are 

provided by the supplier to the manufacturer of 

the finished product, enabling the latter to carry 

out their own remediation.  

For free and open-source software components 

or components sourced from outside the EU, 

the manufacturer of the finished product is 

always responsible for remediating 

vulnerabilities. 

 

Recital (64) … 

Manufacturers should only be able 

to deviate from the essential 

cybersecurity requirements in 

relation to tailor-made products that 

are fitted to a particular purpose for 

a particular business user and where 

both the manufacturer and the 

user have explicitly agreed to a 

different set of contractual terms. 

 

A “tailor-made product” is a product within the 

scope of this Regulation (subject to CRA 

compliance), including components made for 

integration into a finished product by an OEM 

(as a business user) and for which deviations 

from the CRA essential requirements may be 

contractually agreed.  

Note: Products developed through “co-design” 

between 2 or more economic operators are not 

considered “tailor-made products”. Such 

components, made for integration and 

developed in “co-design”, are excluded from 

the scope of the CRA. See also Blue Guide 

section 2.3 on the placement on the market: 

“Sometimes products are manufactured 

following the placing of an order. An offer or 

agreement, concluded before the stage of 

manufacture has been finalized, cannot be 

considered as placing on the market (e.g. an offer 

to manufacture a product according to certain 

specifications agreed by the parties to the 

contract, where the product will only be 

manufactured and delivered at a later stage).” 
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Related Annexes   

Annex I part 1 (2) 

(b) 

On the basis of the cybersecurity 

risk assessment referred to in 

Article 13(2) and where applicable, 

products with digital elements shall:  

… 

be made available on the market 

with a secure by default 

configuration, unless otherwise 

agreed between manufacturer and 

business user in relation to a tailor-

made product with digital elements, 

including the possibility to reset the 

product to its original state; 

For the final product the text is clear, but for the 

explanation on the secure-by-default 

configuration of components we refer to the 

Subtopic: Responsibilities of the Supplier of 

Components 

 

Annex II At minimum, the product with 

digital elements shall be 

accompanied by: 

… 

8. detailed instructions or an internet 

address referring to such detailed 

instructions and information on: 

… 

(f) where the product with digital 

elements is intended for integration 

into other products with digital 

elements, the information necessary 

for the integrator to comply with 

the essential cybersecurity 

requirements set out in Annex I and 

the documentation requirements set 

out in Annex VII. 

This concerns components that are placed 

separately from the finished product on the EU 

market. 

For such components, made for integration, the 

supplier must provide instructions for adequate 

integration of the component, allowing the 

manufacturer of the finished product to 

perform due diligence (see recital 34). 

 

 

Topic: Responsibilities of the Supplier of Components 

 

The Cyber Resilience Act (CRA) requires: 

• A secure-by-default configuration (Annex I, Part I, point (2)(b)) when making products with 

digital elements available on the market. 

• An appropriate level of cybersecurity based on the risks (Annex I, Part I, point (1)) during the 

design and production of products with digital elements. 

 

The CRA definition of a “product with digital elements” also includes components, meaning that 

components fall within the scope of the CRA. 

 

The following guidance is intended to help manufacturers (suppliers) of components made for the 

integration address two key questions related to the essential cybersecurity requirements 

mentioned above: 
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1. Can a supplier make available on the market a component made for integration that has a 

non-“secure-by-default configuration”, in order to facilitate its integration into a final product 

by the OEM? 

2. Can a supplier place on the market an off-the-shelf component (made for integration) with 

different assurance levels? 

 

In relation to these discussions it must first be made clear what is meant by ‘component for 

integration’ and ‘final product’. 

• A “component”, according to the CRA, is any software or hardware element that is intended 

to be integrated into a product with digital elements (PDE), and which has cybersecurity 

relevance. A “component made for integration” is therefore not intended to be placed on 

the market as a standalone customer-ready-to-use product (final product), but rather as a 

building block used by manufacturers of other products (business users). The end-user will 

only use the component as integrated in a final product. 

• A final product2:  means a standalone customer-ready-to-use product, so it is intended to 

be used directly by the end user (e.g. farmer). 

 

 

1. Can a supplier make available on the market a component made for integration that has a 

non-“secure-by-default configuration”, in order to facilitate its integration into a final product 

by the OEM? 

 

The answer is YES. 

The main justification is  integrating components, which are already securely configured at the time 

of integration, is difficult and requires additional steps. This makes the integration of components 

unnecessarily complex and it could also expose extra attack surface during integration. Since the 

component does not present risks when used standalone, there is no need for security configuration 

prior to integration 

Making components available on the market without a secure configuration significantly reduces 

this complexity as illustrated with following examples:  

• An ECU that includes a crypto module is shipped without secret keys and with privileged 

functions disabled. The OEM can provision the keys and activate the security features during 

integration (without the need for authentication). 

• An ECU that includes a Secure Boot feature and is delivered without the application (minimal 

bootloader only). The OEM can flash the application and provision the root of trust to activate 

secure boot, without disabling security or replacing the root of trust. 

The main condition, with reference to Article 13 and Annex II, point 8(f), is that the supplier must 

provide “information necessary for the integrator to comply with the essential cybersecurity 

requirements”. 

If a component made for integration is made available on the market without being configured, the 

supplier must inform the OEM (manufacturer of the vehicle integrating the component) how to 

configure it securely so that the security features are properly activated. All security features, 

 

2
 In the blue guide a component could be seen as a finished product, as the guide only talks about two conditions: 

• Fully manufactured and ready for distribution. 

• Entered into the supply chain (i.e., transferred to another party), marking its official entry to the EU market. 

Therefore the term final product is used rather than finished product. 
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necessary based on the risk assessment done by the supplier, must be available on the component 

at the time of placing on the market. 

These guidelines are in line with the purpose of the  essential requirements to deliver the final 

product to the customer with a secure-by-default configuration. 

 

2. Can a supplier place on the market an off-the-shelf component (made for integration) with 

different assurance levels? 

 

The answer is yes. 

Components made for integration are intended to be part of a final product. As both the component 

made for integration and the final product fall within the scope of the CRA, the security measures 

can be implemented at different levels of the architecture of this final product (e.g. at the component 

level or at a higher level in the final product). 

For example, a component that handles security-relevant data could be isolated in a private network 

protected by a gateway. As such the gateway takes over the security. Therefore, the OEM should be 

able to find components on the market that implement different level of security or different 

assurance levels. 

The obligation of compliance for every component, regardless of the operational environment and 

security architecture of the final products it is built into, may result in over-engineering of the 

component. 

Our interpretation is that the CRA does allow components made for integration to be placed 

on the market with different assurance levels, which in extremis could mean that, as a  possible 

outcome of the risk assessment, the component may not need any cybersecurity feature. 

Suppliers of off-the-shelf components do not always know into which final products the components 

will be integrated. Therefore, the supplier must well document the following at the component level, 

to encompass the different operational environments of the final products in which the component 

may be used: 

• Given that the final application of off-the-shelf components, including the operational 

environment of the final product, is not known, the supplier can only make assumptions on 

the operational environment (CRA Art. 13.3) within the boundaries of the component. 

• The supplier must perform a risk assessment based on the intended purpose and reasonably 

foreseeable use3 (CRA Art. 13.3) to determine the assets to be protected. The supplier can 

either apply appropriate mitigation measures to enable protection OR he must provide 

information on residual risks to allow the integrator to ensure protection. 

• If the product is not a component made for integration, the CRA requires the manufacturer 

to “ensure the cybersecurity”, raising the security level as appropriate.  

• The supplier must provide instructions to the user outlining the “intended purpose”, “the 

security environment”, “essential functionalities and information about the security 

properties” (Annex II 4.), “any known or foreseeable circumstance, related to the use of the 

product with digital elements in accordance with its intended purpose or under conditions 

of reasonably foreseeable misuse, which may lead to significant cybersecurity risks” (annex II 

5.) 

• When selecting the components made for integration, the manufacturer of a final product 

must carefully review the documentation provided by the supplier to ensure that he is 

 

3
 For components with only one function these concepts are overlapping. 
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selecting the right component with the appropriate level of security to be integrated in his 

final product or subsystem. 

• Once the component is selected, the manufacturer must follow the information provided 

for proper configuration/integration of the component and validate the successful 

integration of the component (due diligence). 

 

 

Topic: Vulnerability handling process including support period 

 

Article 3 Definitions  

Article 3(41) ‘exploitable vulnerability' means a 

vulnerability that has the potential to 

be effectively used by an adversary 

under practical operational 

conditions; 

‘Exploitable vulnerability' means that: 

• an attack path exists and 

• the attack path can be exploited 

o in a reasonable amount of time, 

o considering the reasonably foreseeable 

use of the product (e.g. the product is 

not disassembled), and regardless of 

the knowledge / tools required to 

exploit it. 

Note: linked to the database of vulnerabilities 

(reported actively exploited vulnerabilities). 

 

Articles 13-14 Vulnerability handling/reporting 

during the support period 
 

Article 14 (1) A manufacturer shall notify any 

actively exploited vulnerability 

contained in the product with digital 

elements that it becomes aware of 

simultaneously to the CSIRT 

designated as coordinator, in 

accordance with paragraph 7 of this 

Article, and to ENISA. The 

manufacturer shall notify that 

actively exploited vulnerability via 

the single reporting platform 

established pursuant to Article 16. 

 

Currently, there is no explicit requirement for 

manufacturers to proactively monitor actively 

exploited vulnerabilities, nor is it clearly defined 

how they should become aware of such 

vulnerabilities. However, from 11 December 

2027, with the implementation of the 

vulnerability-handling requirements, 

manufacturers are expected to be able to assess 

whether any newly identified vulnerability is 

relevant to their products.  

Where relevant vulnerabilities are identified, 

manufacturers must take appropriate action, 

such as informing users, issuing security 

updates, or implementing other necessary 

mitigation measures. 

 

If the manufacturer becomes aware of an 

actively exploited vulnerability, they should 

submit a notification via the single reporting 

platform established by ENISA. 

The manufacturer is obliged to provide a single 

point of contact to report the vulnerability. 

(This tool is different from the EU Vulnerability 

Database and is, as of today, not known). 
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Article 13 (8) Manufacturers shall ensure, when 

placing a product with digital 

elements on the market, and for the 

support period, that vulnerabilities 

of that product, including its 

components, are handled effectively 

and in accordance with the essential 

cybersecurity requirements set out 

in Part II of Annex I. 

Manufacturers shall determine the 

support period so that it reflects the 

length of time during which the 

product is expected to be in use, 

taking into account, in particular, 

reasonable user expectations, the 

nature of the product, including its 

intended purpose, as well as relevant 

Union law determining the lifetime 

of products with digital elements. 

When determining the support 

period, manufacturers may also take 

into account the support periods of 

products with digital elements 

offering a similar functionality 

placed on the market by other 

manufacturers, the availability of the 

operating environment, the support 

periods of integrated components 

that provide core functions and are 

sourced from third parties as well as 

relevant guidance provided by the 

dedicated administrative 

cooperation group (ADCO) 

established pursuant to Article 

52(15) and the Commission. The 

matters to be taken into account in 

order to determine the support 

period shall be considered in a 

manner that ensures proportionality. 

Without prejudice to the second 

subparagraph, the support period 

shall be at least five years. Where the 

product with digital elements is 

expected to be in use for less than 

five years, the support period shall 

correspond to the expected use 

time. 

Recommendation for our sector regarding the 

support period: 

Support period of minimum 10 years (OEM 

decision) given that both conditions below are 

fulfilled:   

• that manufacturers of integrated 

components providing core functions 

continue delivering information during 

that period,  

AND 

• that external factors affecting compatibility 

do not render updates impossible (e.g. 

obsolescence of the tool-chain, expertise). 

 

For the manufacturer to decide on the support 

period, he can also take into account possible 

changes in the operational environment during 

the lifetime of the product. 

 

Furthermore, update retention is 10 years, 

during which updates can still be downloaded 

and installed after their release. 

 

Argumentation: 

• Many agricultural tractors have longer 

lifetimes; however they are typically used 

at full capacity as the main tool for farmers 

only during the first years (up to 8 

years).Afterwards they are often used as 

assistance vehicles. Tractors are produced 

in the highest numbers per type and are 

therefore expected to be the prime target 

for possible cyberattacks. 

• Relatively few agricultural machines or 

tractors are connected. Whereas 

smartphones typically get 100% over-the-

air (OTA) updates, for agricultural 

machinery and tractors across the entire 

portfolio the real figure is around 20% 

OTA, with approximately 80% of updates 

delivered by dealers. 

Farms are not considered as important or 

essential entities under NIS2.  
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ABOUT CEMA  

CEMA aisbl (www.cema-agri.org) is the association representing the European agricultural machinery industry. 

With 11 national member associations, the CEMA network represents both large multinational companies and 

numerous European SMEs active in the sector.  

CEMA represents about 1,300 manufacturers, producing more than 450 different types of machines with an 

annual turnover of about €40 billion and 150,000 direct employees. CEMA companies produce a large range 

of machines that cover any activity in the field from seeding to harvesting, as well as equipment for livestock 

management.  

 

For more information, please contact: 

 

 CEMA aisbl 

European Agricultural Machinery Industry Association 

Avenue de Tervueren 168 

1150 Brussels 

Tel. +32 2 706 81 73 

secretariat@cema-agri.org 

http://www.cema-agri.org/
mailto:secretariat@cema-agri.org

